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COMMITTEE FOR THE 
IMPLEMENTATION OF TEXTILE 
AGREEMENTS

Adjustment of Import Limits for Certain 
Cotton and Man-Made Fiber Textile 
Products Produced or Manufactured in 
Bangladesh

July 31, 2002.
AGENCY: Committee for the 
Implementation of Textile Agreements 
(CITA).
ACTION: Issuing a directive to the 
Commissioner of Customs adjusting 
limits.

EFFECTIVE DATE: August 9, 2002.
FOR FURTHER INFORMATION CONTACT: Ross 
Arnold, International Trade Specialist, 
Office of Textiles and Apparel, U.S. 
Department of Commerce, (202) 482–
4212. For information on the quota 
status of these limits, refer to the Quota 
Status Reports posted on the bulletin 
boards of each Customs port, call (202) 
927–5850, or refer to the U.S. Customs 
Web site at http://www.customs.gov. For 
information on embargoes and quota re-
openings, refer to the Office of Textiles 
and Apparel Web site at http://
otexa.ita.doc.gov.

SUPPLEMENTARY INFORMATION:
Authority: Section 204 of the Agricultural 

Act of 1956, as amended (7 U.S.C. 1854); 
Executive Order 11651 of March 3, 1972, as 
amended.

The current limits for certain 
categories are being adjusted for swing, 
carryforward, and special shift.

A description of the textile and 
apparel categories in terms of HTS 
numbers is available in the 
CORRELATION: Textile and Apparel 
Categories with the Harmonized Tariff 
Schedule of the United States (see 
Federal Register notice 66 FR 65178, 
published on December 18, 2001). Also 
see 66 FR 59409, published on 
November 28, 2001.

D. Michael Hutchinson,
Acting Chairman, Committee for the 
Implementation of Textile Agreements.

Committee for the Implementation of Textile 
Agreements

July 31, 2002.

Commissioner of Customs,
Department of the Treasury, Washington, DC 

20229.
Dear Commissioner: This directive 

amends, but does not cancel, the directive 
issued to you on November 21, 2001, by the 
Chairman, Committee for the Implementation 
of Textile Agreements. That directive 
concerns imports of certain cotton and man-
made fiber textile products, produced or 
manufactured in Bangladesh and exported 
during the twelve-month period which began 

on January 1, 2002 and extends through 
December 31, 2002.

Effective on August 9, 2002, you are 
directed to adjust the limits for the following 
categories, as provided for under the Uruguay 
Round Agreement on Textiles and Clothing:

Category Adjusted twelve-month 
limit 1

237 ........................... 460,537 dozen.
338/339 .................... 2,473,117 dozen.
638/639 .................... 2,474,517 dozen.
641 ........................... 1,208,418 dozen.
647/648 .................... 2,704,167 dozen.

1 The limits have not been adjusted to ac-
count for any imports exported after December 
31, 2001.

The Committee for the Implementation of 
Textile Agreements has determined that 
these actions fall within the foreign affairs 
exception of the rulemaking provisions of 5 
U.S.C. 553(a)(1).

Sincerely,
D. Michael Hutchinson,
Acting Chairman, Committee for the 
Implementation of Textile Agreements.
[FR Doc.02–19893 Filed 8–6–02; 8:45 am]
BILLING CODE 3510–DR–S

COMMITTEE FOR THE 
IMPLEMENTATION OF TEXTILE 
AGREEMENTS

Adjustment of Import Limits for Certain 
Cotton and Man-Made Fiber Textile 
Products Produced or Manufactured in 
Oman

August 1, 2002.
AGENCY: Committee for the 
Implementation of Textile Agreements 
(CITA).
ACTION: Issuing a directive to the 
Commissioner of Customs adjusting 
limits.

EFFECTIVE DATE: August 7, 2002.
FOR FURTHER INFORMATION CONTACT: Roy 
Unger, International Trade Specialist, 
Office of Textiles and Apparel, U.S. 
Department of Commerce, (202) 482–
4212. For information on the quota 
status of these limits, refer to the Quota 
Status Reports posted on the bulletin 
boards of each Customs port, call (202) 
927–5850, or refer to the U.S. Customs 
Web site at http://www.customs.gov. For 
information on embargoes and quota re-
openings, refer to the Office of Textiles 
and Apparel Web site at http://
otexa.ita.doc.gov.
SUPPLEMENTARY INFORMATION:

Authority: Section 204 of the Agricultural 
Act of 1956, as amended (7 U.S.C. 1854); 
Executive Order 11651 of March 3, 1972, as 
amended.

The current limits for certain 
categories are being adjusted for swing 
and special shift.

A description of the textile and 
apparel categories in terms of HTS 
numbers is available in the 
CORRELATION: Textile and Apparel 
Categories with the Harmonized Tariff 
Schedule of the United States (see 
Federal Register notice 66 FR 65178, 
published on December 18, 2001). Also 
see 66 FR 59581, published on 
November 29, 2001.

James C. Leonard III,
Chairman, Committee for the Implementation 
of Textile Agreements.

Committee for the Implementation of Textile 
Agreements

August 1, 2002.

Commissioner of Customs,
Department of the Treasury, Washington, DC 

20229.
Dear Commissioner: This directive 

amends, but does not cancel, the directive 
issued to you on November 23, 2001, by the 
Chairman, Committee for the Implementation 
of Textile Agreements. That directive 
concerns imports of certain cotton and man-
made fiber textile products, produced or 
manufactured in Oman and exported during 
the twelve-month period beginning on 
January 1, 2002 and extending through 
December 31, 2002.

Effective on August 7, 2002, you are 
directed to adjust the current limits for the 
following categories, as provided for under 
the Uruguay Round Agreement on Textiles 
and Clothing:

Category Adjusted twelve-month 
limit 1

334/634 .................... 183,783 dozen.
335/635 .................... 335,513 dozen.
338/339 .................... 819,929 dozen.
347/348 .................... 1,400,674 dozen.
647/648 .................... 405,790 dozen.

1 The limits have not been adjusted to ac-
count for any imports exported after December 
31, 2001.

The Committee for the Implementation of 
Textile Agreements has determined that 
these actions fall within the foreign affairs 
exception of the rulemaking provisions of 5 
U.S.C. 553(a)(1).

Sincerely,
James C. Leonard III,
Chairman, Committee for the 
Implementation of Textile Agreements.
[FR Doc. 02–19894 Filed 8–6–02; 8:45 am]
BILLING CODE 3510–DR–S

DEPARTMENT OF DEFENSE

Office of the Secretary 

Privacy Act of 1974; System of 
Records

AGENCY: Office of the Secretary, DOD.
ACTION: Notice to Amend two Systems 
of Records. 
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SUMMARY: The Office of the Secretary of 
Defense proposes to amend two systems 
of records notices in its inventory of 
record systems subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended.
DATES: The changes will be effective on 
September 6, 2002 unless comments are 
received that would result in a contrary 
determination.
ADDRESSES: Send comments to OSD 
Privacy Act Coordinator, Records 
Management Section, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155.
FOR FURTHER INFORMATION CONTACT: Mr. 
David Bosworth at (703) 601–4728.
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The specific changes to the records 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report.

Dated: August 1, 2002. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

DPA DSR.A 06 

SYSTEM NAME: 
Security Review Index File (February 

22, 1993, 58 FR 10227). 

CHANGES

* * * * *

SYSTEM IDENTIFIER: 
Delete entry and replace with 

‘DFOISR 06’.
* * * * *

SYSTEM LOCATION: 
Delete entry and replace with 

‘Director, Freedom of Information and 
Security Review, Washington 
Headquarters Service, 1155 Defense 
Pentagon, Washington, DC 20301–1155.’ 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with 
‘Department of Defense officials who 
present statements, testify, or who 
furnish information to the Congress of 
the United States. Department of 
Defense officials and citizens or 
organizations outside the Defense 
Department who submit documents, 

such as but not limited to, speeches and 
articles, for clearance prior to public 
release.’ 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Delete entry and replace with ‘Names, 

organizational affiliations, addresses, 
and other contact information of 
individuals submitting material for 
security review. The material submitted 
for review is also maintained with a 
database link to information about the 
submitting official and the action 
officer.’

AUTHORITY: 
Delete entry and replace with ‘5 

U.S.C. 301, Departmental Regulations.’ 

PURPOSE(S); 
Delete entry and replace with ‘To 

manage the security review process for 
documents or materials before they are 
released outside of the Department of 
Defense. The documents and materials 
of completed security reviews are 
maintained for historical reference to 
ensure subsequent reviews, which may 
be similar in content are handled 
consistently.’
* * * * *

STORAGE: 
Delete entry and replace with ‘Paper 

records in file folders and computer 
database.’ 

RETRIEVABILITY: 
Delete entry and replace with 

‘Retrieved by submitting official or 
action officer’s name and/or 
organization, Security Review Case 
Number, or subject of submitted 
material.’ 

SAFEGUARDS: 
Delete entry and replace with ‘Paper 

files are maintained in security 
containers with access only to officials 
in accordance with assigned duties. 
Computer databases are password 
protected and accessed by individuals 
who have a need to know.’
* * * * *

DFOISR 06 

SYSTEM NAME: 
Security Review Index File. 

SYSTEM LOCATION: 
Director, Freedom of Information and 

Security Review, Washington 
Headquarters Service, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Department of Defense officials who 
present statements, testify, or who 
furnish information to the Congress of 

the United States. Department of 
Defense officials and citizens or 
organizations outside the Defense 
Department who submit documents, 
such as but not limited to, speeches and 
articles, for clearance prior to public 
release. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Names, organizational affiliations, 
addresses, and other contact 
information of individuals submitting 
material for security review. The 
material submitted for review is also 
maintained with a database link to 
information about the submitting 
official and the action officer. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 301, Departmental 
Regulations. 

PURPOSE(S): 

To manage the security review 
process for documents or materials 
before they are released outside of the 
Department of Defense. The documents 
and materials of completed security 
reviews are maintained for historical 
reference to ensure subsequent reviews, 
which may be similar in content, are 
handled consistently. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of OSD’s 
compilation of systems of records 
notices apply to this system.

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Paper records in file folders and 
computer database. 

RETRIEVABILITY: 

Retrieved by submitting official or 
action officer’s name and/or 
organization, Security Review Case 
Number, or subject of submitted 
material. 

SAFEGUARDS: 

Paper files are maintained in security 
containers with access only to officials 
in accordance with assigned duties. 
Computer databases are password 
protected and accessed by individuals 
who have a need to know. 
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RETENTION AND DISPOSAL: 

Security review initial files are 
destroyed 2 years after clearance 
without amendment and 6 years after 
record was cleared with amendment or 
denied clearance. Security review 
appeal files which are cleared are 
destroyed 2 years after clearance and 6 
years after record was cleared with 
amendment or denied. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Freedom of Information and 
Security Review, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Director, Freedom of Information and 
Security Review, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

Written requests for information 
should include the full name and 
organizational affiliation of the 
individual. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system of records should address 
written inquiries to Director, Freedom of 
Information and Security Review, 
Washington Headquarters Services, 
1155 Defense Pentagon, Washington, DC 
20301–1155. 

Written requests for information 
should include the full name and 
organizational affiliation of the 
individual. 

For personal visits to examine 
records, the individual should provide 
identification such as a driver’s license 
or other form of picture identification. 

CONTESTING RECORD PROCEDURES: 

The OSD rules for accessing records, 
for contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 

Submitted documents and materials 
with requests for security review from 
organizations and individuals and 
comments and recommendations 
returned by subject matter specialists. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

DPA DSR.B 11 

SYSTEM NAME: 

Mandatory Declassification Review 
Files (February 22, 1993, 58 FR 10227). 

CHANGES:

* * * * *

SYSTEM IDENTIFIER: 

Delete entry and replace with 
‘DFOISR 11’. 

SYSTEM LOCATION: 

Delete entry and replace with 
‘Director, Freedom of Information and 
Security Review, Washington 
Headquarters Service, 1155 Defense 
Pentagon, Washington, DC 20301–1155.’ 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with 
‘Individuals who request Mandatory 
Declassification Review (MDR) or 
appeal an MDR determination of any 
classified document for the purpose of 
releasing declassified material to the 
public, as provided for under the 
applicable Executive Order(s) governing 
classified National Security Information. 
Other individuals in the system are 
action officers.’ 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Delete entry and replace with ‘Name 
and address of person making MDR 
request or appeal, identification of 
records requested, dates and summaries 
of action taken, and documentation for 
establishing and processing collectable 
fees. 

Names, titles, and/or positions of 
security specialists and/or officials 
responsible for an initial or final denial 
on appeal of a request for 
declassification of a record.’ 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Delete entry and replace with ‘E.O. 
12958, Classified National Security 
Information, or other applicable 
Executive Order(s) governing classified 
National Security Information.’ 

PURPOSE(S): 

Delete entry and replace with ‘To 
manage requests and/or appeals from 
individuals for the mandatory review of 
classified documents for the purposes of 
releasing declassified material to the 
public; and to provide a research 
resource of historical data on release of 
records so as to facilitate conformity in 
subsequent actions. 

Data developed from this system is 
used for the annual report required by 
the applicable Executive Order(s) 
governing classified National Security 
Information. This data also serves 

management needs, by providing 
information about the number of 
requests; the type or category of records 
requested; and the average processing 
time.’
* * * * *

SAFEGUARDS: 
Delete second sentence and replace 

with ‘Computer access is password 
protected and accessed by individuals 
who have a need to know.’
* * * * *

DFOISR 11 

SYSTEM NAME: 
Mandatory Declassification Review 

Files. 

SYSTEM LOCATION: 
Director, Freedom of Information and 

Security Review, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who request Mandatory 
Declassification Review (MDR) or 
appeal an MDR determination of any 
classified document for the purpose of 
releasing declassified material to the 
public, as provided for under the 
applicable Executive Order(s) governing 
classified National Security Information. 
Other individuals in the system are 
action officers.

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name and address of person making 

MDR request or appeal, identification of 
records requested, dates and summaries 
of action taken, and documentation for 
establishing and processing collectable 
fees. 

Names, titles, and/or positions of 
security specialists and/or officials 
responsible for an initial or final denial 
on appeal of a request for 
declassification of a record. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
E.O. 12958, Classified National 

Security Information, or other 
applicable Executive Order(s) governing 
classified National Security Information. 

PURPOSE(S): 

To manage requests and/or appeals 
from individuals for the mandatory 
review of classified documents for the 
purposes of releasing declassified 
material to the public; and to provide a 
research resource of historical data on 
release of records so as to facilitate 
conformity in subsequent actions. 

Data developed from this system is 
used for the annual report required by 
the applicable Executive Order(s) 

VerDate Aug<2,>2002 19:43 Aug 06, 2002 Jkt 197001 PO 00000 Frm 00077 Fmt 4703 Sfmt 4703 E:\FR\FM\07AUN1.SGM pfrm17 PsN: 07AUN1



51238 Federal Register / Vol. 67, No. 152 / Wednesday, August 7, 2002 / Notices 

governing classified National Security 
Information. This data also serves 
management needs, by providing 
information about the number of 
requests; the type or category of records 
requested; and the average processing 
time 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of OSD’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Magnetic media storage, computer 

database, paper computer printouts, and 
paper records in file folders. 

RETRIEVABILITY: 
Retrieved by name of requester and 

other pertinent information, such as 
organization or address, subject material 
describing the MDR item (including 
date), MDR request number using 
computer indices, referring agency, or 
any combination of fields. 

SAFEGUARDS: 
Paper records are maintained in 

security containers with access limited 
to officials having a need-to-know based 
on their assigned duties. Computer 
systems require user passwords and 
users are limited according to their 
assigned duties to appropriate access on 
a need-to-know basis. 

RETENTION AND DISPOSAL: 
Files that grant access to records are 

held in current status for two years after 
the end of the calendar year in which 
created, then destroyed. Files pertaining 
to denials of requests are destroyed 5 
years after final determination. Appeals 
are retained for 3 years after final 
determination. 

SYSTEM MANAGER(S) AND ADDRESS: 
Director, Freedom of Information and 

Security Review, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system of records 

should address written inquiries to the 
Director, Freedom of Information and 
Security Review, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

Written requests for information 
should include the full name and 
organizational affiliation of the 
individual at the time the record would 
have been created. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system should address written 
inquiries to the Director, Freedom of 
Information and Security Review, 
Washington Headquarters Services, 
1155 Defense Pentagon, Washington, DC 
20301–1155. 

Written requests for information 
should include the full name and 
organizational affiliation of the 
individual at the time the record would 
have been created. 

For personal visits to examine 
records, the individual should provide 
identification such as a driver’s license 
or other form of picture identification. 

CONTESTING RECORD PROCEDURES: 
The OSD rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 
Requests from individuals for 

Mandatory Declassification Review and 
subsequent release of records and 
information provided by form and 
memorandum by officials who hold the 
requested records, act upon the request, 
or who are involved in legal action 
stemming from the action taken. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None.

[FR Doc. 02–19865 Filed 8–6–02; 8:45 am] 
BILLING CODE 5001–08–P

DEPARTMENT OF EDUCATION

Submission for OMB Review; 
Comment Request

AGENCY: Department of Education.
SUMMARY: The Leader, Regulatory 
Information Management Group, Office 
of the Chief Information Officer invites 
comments on the submission for OMB 
review as required by the Paperwork 
Reduction Act of 1995.
DATES: Interested persons are invited to 
submit comments on or before 
September 6, 2002.

ADDRESSES: Written comments should 
be addressed to the Office of 
Information and Regulatory Affairs, 
Attention: Lauren Wittenberg, Desk 
Officer, Department of Education, Office 
of Management and Budget, 725 17th 
Street, NW., Room 10235, New 
Executive Office Building, Washington, 
DC 20503 or should be electronically 
mailed to the internet address Lauren 
Wittenberg@omb.eop.gov.

SUPPLEMENTARY INFORMATION: Section 
3506 of the Paperwork Reduction Act of 
1995 (44 U.S.C. Chapter 35) requires 
that the Office of Management and 
Budget (OMB) provide interested 
Federal agencies and the public an early 
opportunity to comment on information 
collection requests. OMB may amend or 
waive the requirement for public 
consultation to the extent that public 
participation in the approval process 
would defeat the purpose of the 
information collection, violate State or 
Federal law, or substantially interfere 
with any agency’s ability to perform its 
statutory obligations. The Leader, 
Regulatory Information Management 
Group, Office of the Chief Information 
Officer, publishes that notice containing 
proposed information collection 
requests prior to submission of these 
requests to OMB. Each proposed 
information collection, grouped by 
office, contains the following: (1) Type 
of review requested, e.g. new, revision, 
extension, existing or reinstatement; (2) 
Title; (3) Summary of the collection; (4) 
Description of the need for, and 
proposed use of, the information; (5) 
Respondents and frequency of 
collection; and (6) Reporting and/or 
Recordkeeping burden. OMB invites 
public comment.

Dated: August 1, 2002. 
John D. Tressler, 
Leader, Regulatory Information Management, 
Office of the Chief Information Officer.

Office of Elementary and Secondary 
Education 

Type of Review: Reinstatement. 
Title: Consolidated State Application/

Consolidated State Annual Report. 
Frequency: Annually. 
Affected Public: State, Local, or Tribal 

Gov’t, SEAs or LEAs. 
Reporting and Recordkeeping Hour 

Burden:
Responses: 52. 
Burden Hours: 7,800. 
Abstract: This information collection 

package describes the proposed criteria 
and procedures that govern the 
consolidated State application under 
which State educational agencies will 
apply to obtain funds for implementing 
Elementary and Secondary Education 
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